Приложение 9  
к приказу  
(наименование организации)

от «\_\_\_»\_\_\_\_\_\_20\_\_г. №\_\_\_\_\_

**РЕГЛАМЕНТ**

**устанавливающий периодичность проведения контроля работоспособности, параметров настройки и правильности программного обеспечения и средств защиты информации подсистемы «Параграф» объектового уровня государственной информационной системы Санкт-Петербурга «Комплексная автоматизированная информационная система каталогизации ресурсов образования Санкт-Петербурга»**

# **Общие положения**

Настоящий регламент определяет порядок и периодичность контроля работоспособности программного обеспечения и средств защиты информации подсистемы «Параграф» объектового уровня государственной информационной системы Санкт-Петербурга «Комплексная автоматизированная информационная система каталогизации ресурсов образования Санкт-Петербурга» (далее – КАИС КРО «Параграф»).

Контроль работоспособности программного обеспечения и средств защиты информации КАИС КРО «Параграф» возлагается на системного администратора и администратора безопасности.

# **Порядок проведения контроля работоспособности программного обеспечения КАИС КРО «Параграф»**

Системный администратор должен проводить контроль работоспособности, параметров настройки и правильности функционирования программного обеспечения КАИС КРО «Параграф».

Системный администратор осуществляет:

* постоянный контроль работоспособности (неотключения) программного обеспечения;
* еженедельную проверку правильности функционирования программного обеспечения;
* ежемесячный контроль соответствия настроек программного обеспечения параметрам настройки, приведенным в эксплуатационной документации на систему;
* восстановление работоспособности (правильности функционирования) и параметров настройки программного обеспечения при необходимости (в том числе с использованием резервных копий и/или дистрибутивов).

В информационной системе должны обеспечиваться: регистрация событий и оповещение (сигнализация, индикация) системного администратора о событиях, связанных с нарушением работоспособности (правильности функционирования) и параметров настройки программного обеспечения.

# **Порядок проведения контроля работоспособности средств защиты информации КАИС КРО «Параграф»**

Администратор безопасности должен проводить контроль работоспособности, параметров настройки и правильности функционирования средств защиты информации КАИС КРО «Параграф».

Администратор безопасности осуществляет:

* постоянный контроль работоспособности (неотключения) средств защиты информации;
* еженедельную проверку правильности функционирования средств защиты информации;
* ежемесячный контроль соответствия настроек программного обеспечения и средств защиты информации параметрам настройки, приведенным в эксплуатационной документации на систему защиты информации и средства защиты информации;
* восстановление работоспособности (правильности функционирования) и параметров настройки средств защиты информации при необходимости (в том числе с использованием резервных копий и/или дистрибутивов);

В информационной системе должны обеспечиваться регистрация событий и оповещение (сигнализация, индикация) системного администратора о событиях, связанных с нарушением работоспособности (правильности функционирования) и параметров настройки средств защиты информации.

В случае не работоспособности средств защиты информации администратору безопасности необходимо принять меры выявлению причин, которые привели   
к отказу их работоспособности.

# **Ответственность**

Системный администратор и администратор безопасности несут ответственность за правильность настроек и периодический контроль функционирования программного обеспечения и средств защиты информации КАИС КРО «Параграф».

**ЛИСТ ОЗНАКОМЛЕНИЯ**
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